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ABSTRACT

The standards for the interoperability of networked defense simuiations, also known as the Distributed Interactive Simutation
(DIS) standards, have been prototyped, implemented, and put to the test through interoperabilily demonstrations at I/ITSEC
'92 and §/1TSEC "93 conferences as well as in military programs such as Warbreaker, BFTT, and CCTT. To achieve
interoperability hetween the various DIS systems, dll systems must implement the same agreed-1{o criteric. To ensure that
this occurred for the demanstrations at the previous |/ITSEC conferences, the Institute for Simulation and Training (IST)

was tasked with testing each system for its level -of conformance with the criterig, i.e. parts of the DIS Protocol Data Unit
(PDU) draft stendard and the Communication Architecture for DIS (CADIS) draft standard. To perform this testing, IST
created the DIS Testbed.

This paper describes the DIS Testbed, which consists of hardware equipment, test tools, and test documents, and the test
methodologies used for testing. For the I/ITSEC DIS demonstrations a system could be tested-in—house at IST, via long—

haul connection over phone lines, or on—site at the organization's location. The test methodology used by IST uses a o
Capabilities Statement filled out for the System Under Test (SUT) and tests the SUT based on its stated capabilities. The

tests are outlined in detail in the Test Procedures document, Data from tesis is logged with data recording tools and then
analyzed to determine if the data is correct. Results from the fests are recorded on o Results Sheet, which is updated for
retesting or contmuutuon of tests. A Summary Sheet is filled out when testing is completed and sent to the arganization

for their revie
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1. INTRODUCTION

The: standards for Distributed Interactive: Simulations have
been under development through the "Standards For The
interoperability of Defense Simulotions” Workshops for the
past four years. The first standard to be adopled by the
IEEE was the Profocol Date Unit {PDU) standard version
1.0 [1]. Since that time several drafts of version 2 of the
POU stendard have been generated and droft stondords
for Communication Architecture for DIS (CADIS) [2] ond
Fidelity, Exercise Control ond Feedback Requirements
(FECFR) have aiso been crected [3]. The latest versions
of these drafts are currently going through the IEEE
balloting process.

As these draft stondards cre crealed, reviewed, stabilized,
and balloted, more organizations .are using them to
implement DIS systems. Because several versions of the
drafts exist ond these drofts are not clways backword
competible, compliance with the different versions must be
tested to ensure interoperabiity,  The Institule for
Simulation and Training (IST) has hed the responsibility of
compliance and interoperability testing of systems for the
1992, 1993, and 1994 interservice/industry Training
. Systems and  Education Conferences” (|/ITSEC)  DIS
Demonstretions. Testing is specific to the current version -
of the DIS PDU draft standard and io the current CADIS
dreft standard.

1.1 Interoperability In DIS

Interoperability in DIS requires some initia! assumptions.
First, the version of the standard being used for the
“exercise" must be agreed to by all players and this is the
version being tested against. - Second, .inconsistencies in
the standord must be resolved for the exercise so that all
systems implement the standerds the same way. This is
key to achieving interoperability. . Third, the
communications  infrastructure. {protocols and  physical
medie) must be agreed to by olt perticipants so that this
can also be tested.  Fourth, a common simulation
environment, i.e. ierrain dafabase, must be chosen. Once
these four points are agreed to, testing can begin.

1.2 The Need For Testing

As stated in the above paragroph, assumptions ond
agreements must be mode in order for systems to
participaie in o DIS environment. . This is because the
standards are not specific in many areas. Those areas
are fefl to the interpretation of the developer of the
system. Even when the non-specified areas are agreed
fo, there is no quarantee that the implementations™ will
work together. Testing is needed to insure that the
systems will operote in a consistent manner given the
standords cnd the assumptions/agreements for non-
specified areas. . Testing insures -that a system s
producing valid DIS PDUs and can receive and intercct

with valid DIS PDUs. Testing is also used to determine the .

effects of cdverse and errcneous doto or conditions on.
the System Under Test (SUT).

1.3 DIS Testbed Approach
IST has crected sets of test tools ond iest documentation
in support of the I/ITSEC demonsirations that have been
distributed to organizations being tested as well as being
used in the Testbed. Using these fools, systems could be
debugged prior to the actual compliance testing. -The test:
documentation, specifically the Test Procedures, indicates
which tests each system must pass o be interoperable
based on their stoted capabilities. Eoch organization
therefore knows chead of time what tests its systems will
be required to pass.

2. DIS TESTBED

2.1 Hardware _ '
The DIS Testbed af IST consists of severol types of
computers connected dy an internal retwork. The Testbed

" is configured in such a way thai any iest system being

used for testing can be isolated on a separate. network
with the SUT. This type of flexibility cliows prototyping of
new paris of the standard and new types of systems to be
added to the Testbed without offecting the rest of the
Testbed.  Experiments con be conducted with the
protolypes/new systems while testing can be conducied
unaffected on cnother part of the Testbed. Long houl
connections into the Testhed exist via the use of phone
lines ané o connection to the Defense Simulafion Internet

(DS).



2.1.1 Computer Resources - The (ST DIS Testbed currently
haes several 386 and 486 PCs . Each PC has on Ethernet
10 base 2 (thin coax) interface fo the network. The
Testbed also hos o variety of UNIX based systems; two
Sun Sparcs, four Motorola chosses which each contain two
88110 single boord computers, and two Silicon Graphics
systeris which wili be ‘used as Stedlth 3-0 displays.
Testing is done with o combination of the PCs and the
Motorola’s and using the Silicon Graphics to do visual
confirmation.

2.1.2 Network Resources —- The network in the Testbed
consists of thin ccox Ethernel. A petch panel is used {o
allow subnetworks to be connected and disconnected for
testing and experiments. To separate machines from the
rest of the network, ie. to isolale o test system and o
SUY, the coax cable tor that subnet is disconnected from
the paich panel.

Recently, the Testbed hos been ndding new network

capabilities, specifically ¢ very fiexible network hub. This .

hub has cornections for the thin coax as well cs higher
speed media such as fiber. Two ports for FOD, a high
speed alternative to Ethernet, cnd o translation module
between Ethernet and FDDI will cliow the Testbed to
expand and incorporate FODI devices. The hub also has
network management built in so that these various.
connections con be isolated via softwore rather than
disconnecting o cable ond multiple levels of filtering can
be done for each connection. Filiering will cliow some

network traffic to get through while other network traffic is

stopped. Using fiftering, 1est systems and a SUT don't
hove to be physically disconnected from the network.
lnstead, incoming and oulgoing network traffic is fimited.

2.1.3 Long Houl Resources - The Testbed currently hos

two 1-800 numbers which can be used for testing. A
BReeze 1000 bridge is used at each end of the phone
connection io allow DIS troffic to flow non-stop across
the phone line. IST has two BReezes which stay by the
Testbed phone lines and four BReezes which can be sent
to organizations testing in this manner. '

Through the hub mentioned above, a connection io the DS!
s being established. A fiber cornection allows 15T to
access the DS This fiber-is connected to the hub and.
the Testbed network. Through this conrection, 1ST will be
able to exchange network troffic with any organization that
is connected to the DSI, This connection will be used for
testing and experimentation.

2.7 Test Tools
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Testing from any perspective cannot be done without some
type of teol io aid in the process. IST hos created g set
of test lools thal perform, record and analyze fests. The
test tools were originally created to run on PC machines
and have since been ported to other platforms (see
Section 5). These tools allow IST to perform the tests as
described in the Test Procedures document and fo onalyze
to results.

221 Data togger / Ployback — The first lool used for

testing is the Dota Logger/Playback system. The Dato
Logger records packets from the physical network and
logs them into a file in either binary or text mode. The
recarded file - text mode will toke the binary values of
the network -protocols, including DIS, and translate them
into the ASCIl or decimal or hexadecimal values.
Recording in text mode is very useful for debugging a SUT
because the it disploys packets in” on understardable
English format. A recorded binary file can be played back
onto the network using the Ployback tool. The Playback

tool uses the information in the hecder of the recorded =

network packet to know when to put the packet back onto
the network. Playback is used for generating network:
traffic and for automation of testing.

2.2.2 Computer Generated Forces (CGF) - The second taol
is the Computer Generated Forces (CGF) simulator, This

CGF has been modified for testing so that it can create

many different entities, move them in. unisual woys, beam
them fo locafions, beam weapons to locations, move at
incrediole speeds, etc. The CGF can also accept script
files which conlain sets of cormmands used to drive the

- operation of the CGF. This flexibilily is necessary so that

the ST CGF can be used consistently and repetitively to
force or provoke behovier from SUTs. The CGF is used to
create DIS PDUs to preset to the SUT as well as to
respond to those generoted by the SUT. The planview
disploy of the CGF is used for visuel confirmation of SUT
behavior. .

2.2.3.Scanner Analyzing Tool

- The last tool used for complionce testing is the -Scanner,

an off-line packet excminotion tool.  This tool takes o
binary file recorded by the Data Logger as input and
afiows the tester o "scan” back ond forth through the
packets in the file. The packets ore displayed os vertical

fines on a horizontal fime line based on the time they o

were recorded and on arrow is used to point af a specific -
packet on this line. When the arrow lands on o fine
representing a packet, the contents of the packel are
displayed in a text window on the computer screen. The °
tester can then page up and down through the . conients
of the packet, through the network headers, and through




T

the DIS daic in the packet within this window. The date is
displayed in ASCI, decimal and hexedecimal form so that
values can be ecsily checked for correctness.

The Scanner also " contains orientotion windows  which
display an entity's roll, pitch, yaw, turret czimuth and gun
elevation if the DIS PDU is an Entity Slate POU. Fulure
plans for the Scanner include automating as many tests
s possible so that testing will be consistent ond large
numbers of systems con be tested in less time,

3. TEST METHODOLOGY

3.1 Test Documentation

Compliance testing for DIS requires coordinction and
instruction. In support of the 1/ITSEC IS demonstrations,
IST creaied a sel of test documents thot contain
instructions on how to be {ested, how to-test, and to how
to specify system copebiliies [4].  Any organization
putting a system through compliance testing needs this
information. ~ Other organizations have used the ST

documents as a starting point for {esting their specific DIS

cpplications. -~ The documents are described in the
following sections.

211 Testing Handbook - The Distributed Interactive
Simulation Testing Handbook contains an overcl view of
the test tools, test plans, iest methods and Test policies
used for DIS compliance testing of cny system. The Test
Procedures document is usually included as an appendix
to the Handbook.

© 3.1.2 Capabilties Stotement — The beauly of the DIS PDU

Standard is its flexibility. This flexibility, however, poses
some difficuly in determining exactly what needs io be
tested in a system for it to be certified to be compliant.

The Capabilities Stotement - was crected for the 1993
{/ITSEC DIS demonstretion io document a system’s stated
DIS copabilities. Based on these, the system may be

- compliance tested for only those capabilities. This version

of the Copabilities Stolement osks questions specific to
ihe IEEE 1278 version of the PDU Standard but contains
mary "Other" categories so that it can accommodete

information specific to later versions of the PDU Standerd. . )

A system is required to have a Capabiities Statement on
file before it will be {ested.

3.1.3 Test Procedures - The January 31, 1934, Test
Procedures are a full scope document for testing DIS
2.0.3 Droft Standard plus extra tests for design decisions
thal were made for the |/TISEC 1993 demonstration,
specificolly the use of Bit 23 in the Appecronce field of
the Entily State PDU. This documeni contains: Network

Level Tests, PDU Tesis, Terrain Orientation Comparison .

Tests, Appearance Tests, and: Interactivity Tests. {For a ful
description of these test refer to [5]). For each of these
categories, the document describes tests for ided),
adverse, and erroneous conditions.

3.1.4 Test Results — There is a methodology for using
the Test Procedures to test a system and record the
resulls. The Test Results Instructions is an instruction
booklet which fells the tester which test te run next, how
to run the test, how to daic log the iest, how to nome the
logged file, and the criteria for successful completion of

the test. The Test Resulis Recording Sheet is used io

record the cctual results .of the fest. Ideally, the tester
will use the Capabilities Statement to determine in advance

which tests need to be completed for ihe system bosed

on the copobilities of the system. I testing is interrupted
or retests need to oceur, this is also indicated on the
Results Sheet. _
3.1.5 Logged Testing Document — For those organizations
electing to do compliance testing by submitting data
logged files recorded at their site, the Logged Testing

Instruction Booklet was created.  The Logged Testing

Instructions tell organizations how to perform the
complicnce tests, how to record the daic, how to name
the files, and which tests to perform, based on system

capabilities. The organization will then submit the logged
files to IST for gnalysis of resulis. The Legged Testing

Instructions also inform the organization what test tocls
cre needed to perform and record the tests (IST Datc
Logger, Computer Generated Forces software, and script
and binary files).

- 316 Test Stetus Summary Sheet — After compliance

testing is completed for a system, it is necessary fo
return the results of the tesis to the organizetion as well
as to have a summorized version on file for further

reference.  The Test Stafus Summary Sheet is a short _

version of the Test Results Sheet that contains only the
indicotion  “Passed or "Not Applicable" ond some
comments for each fest. When this sheet is fillad out, a
copy of it is given to the orgonization so that they have @
writien record of what compliance tests their system has
possed.

3.2 Performing Tests
ST currently ‘has four ‘methods of testing available. These
methods were developed and have been used for |/ITSEC

DIS demonstrations. The first method is for the SUT to be

brought in—house to IST and connected to a test network.
The second method is for the SUT to be connected to the
test network at IST via a long houl connection over the



" conduct the fest

dial-up phone lines. The third method is to use the DIS

test tools to run-the tests at the SUT facility and log the
results. The daio logged files are then sent to IST for

_evaluation. The fourth method is testing on-sife ot a

SUTs facility.

3.2.1 In—House Testing — This method of testing ailows
the quickest turn around time in tesling and deta anclysis.
IST's Testbed lab cliows physical access to permit large
equipment to be ploced next to test systems. Immedicte
oral ond visuat feedback as well es operating with o
variety of DIS devices cre the advantege fo in-house
testing.

3.2.2 long Haul Testing — As stated in Seclion 2.1.3, IST
can qccommodate testing via phone fines ond the DSI.

Testing using the BReeze 1000’s and the phone lines has
proved fo be the most popuiar. Though the BReezes are

connected to 1-800 numbers, o separate voice line is

needed between IST and the organization in order to
As the SUT is put through tests, the
network traffic from the tests is logged of. IST ond then
analyzed. Feedback from the andlysis is immediate in
most coses and usually within o couple hours in other
cases.

The most imporiant ospect of this method of testing is
the scheduiing. Not only is g test time scheduled, but use
of the looner BReezes is olso scheduled. BReezes are
usuelly shipped next day delivery, but if there are
problems with an address or the organization which had
the BReeze previcusly does not send it on time, & may
not arrive “at the current organization’s facility in-time to
test. Another problem that limits this method is phone

- line/switch prablems that do not dllow network traffic out

or into the organizations facility. Proper planning is the
key to success.

3.2.3 Logged Testing — The Logged Testing method can be
done by any arganization which secures a copy of the IST
DIS Test Tools. The Logged Testing Instruction Booklel
(Section 3.1.5} quides the organization slep-by-step in
how to conduct the tests and data Jog the resuits. The

resuiting logged files are sent io IST for analysis to be .

done. Turn around ltime vories on the level of testing
activity within the Testbed, but the organization can
schedule to have resulls by a certain date.

324 On-Site Testing - This last method of testing
involves the movement of fest equipment from IST to the
site of the SUT. I Llong Haul testing connet be
accommodaled for systems that cannot be moved, this is

the next alternative.
test sysiem that will include ail the test tools.

3.3 Testing Process

The order of testing, ds defined by the Test Procedures,
relates o the woy a packet is taken off the network and
the information in the packet is orolyzed in o hierarchicat
fashion.  Network Level tests are performed first to

. quarantee that the SUT can establish o network connection

and send ond receive froffic. PDU Level tests corme next
o verify that the DIS packets are being sent and received
with the correct dafa in the correct fields.
orientation tests and Appearance tests follow for those
systems that genercte entities.
sure on’ entity hos the correct orientation and appecrance

__when put through set movements and activities. Last are

Interactivity tests which are used to verify interoperability
of simulated entities.  Finally, once the SUT can handie

ideal traffic, errors are infroduced into the test data. |

The tesiing process depends on-the order of testing
defired in the Test Procedures. First o capobiliies
statement is completed for the SUT. Next, o method of
testing is chosen and testing is scheduled. Tesis are then
performed based on the capabilities for that system. If a

SUT fails the tests, then testing must be rescheduled after

the problem is fixed. When one level of testing is possed,
the SUT proceeds to the next level. When the SUT passes
off tests bosed on ifs stated capabilities, & Summary Sheet
is given o the organization to verify this.

- 3.3.1 Capabililies Statement — The Capabilities Statement

is a crucial addition to the testing process that wos not
used for the 14ih |/ITSEC demonstrofion.  When o
Capabilities Statement is filled out for o SUT, it is used to
help specify which tesis the SUT should be subjected to.
If o system claims to have cerfain capabilities then the
system will be tested for those capabilities end no others.
This way o system cannot claim to be DIS compliant in

~areas ather than those it is tested for.

For systems that simulate entities, the capabilities of ecch

entity must be listed in detail. For example, a CGF system
must have o Capabilities Statement that describes in deteil

- each different entily that the system can simudate.

3.3.2 Hooking up to Test — Once the Copabilities
Statement has been completed and the lests selected, a
SUT can be fested. The typical setup for complionce

testing consists of 2 PCs isolated on a network with the

SUT. One PC is used fo run o version of the IST CGF
softwere.  The other PC is used. o record the_data. from
the network using the Dota Logger and to anclyze the

IST is working on a more portable

Terrain

These are used to make




dato for correct values using the Scanner. I the SUT is
at IST or on-site it is connected via some physical
medium directly to the two PCs. If the SUT is connecied
long houl, a "BReeze 1000" bridge is used on both sides
of the phone connection to create a seamless testing
network.

3.3.3 Testing and Retest — When the SUT is connected to
the iest network, festing begins. ~The order of testing
ensures that initiol tests must be passed before
proceeding.  For example, POU fests cannot begin if the
SUT cannot send and receive network traffic. As the SUT
is subjected to each level of testing, the results of testing
ai that level are fed bock as soon os possible so that
problems may be resoived. If problems can be fixed in o
small amount of time, then lesting will continue during
this test period. = If problems are more severe, the
organization may have o stop testing ond schedule a time
for retest when they feel the problem hos been resolved.

334 “Certification” — After compliance testing is =

completed for o syslem, it is necessary lo refurmn the

resuits of the tests to the organization as well cs to have

a summarized version on file for further reference. The
Test Status Summary Sheet is a short version of the Test
Results Sheet that contains only the indication "Passed” or
“Not Applicable” and some comments for each test. When
this sheet is filled out, o copy of it is given to the
orgenization so that they have o written record of what
complience tests their system has passed.

4. SHORTCOMINGS IN THE TESTBED

The IST DIS Testbed and testing process originated when
the first DIS demonstration ot |/ITSEC was conceived in
1992, At that time, those organizations who were
participating in the DIS Stondards Workshops knew thot
shortcomings in the PDU stondard would not allow full
interoperability. To insure thet systems would interoperate,
the concept ond process of tesling and test procedures-
for the standord wos developed. As the PDU standard has
matured and been implemented by more organizations and
as DIS demonstrations have: continued, the testing process
hos expanded.  Other organizations implemented their
versions of {est or development tools so that initial on—
site verification could take place. Even with this growth of
experience  with DIS  implementations and  testing,
shortcomings still exist in the standards and in testing.

4.1 Performance in Equipment .
One of the first limitations for the IST DIS Testbed wes the
early decision to use PCs for the test toal plaiform. The
IST DIS Test Tools, specificcly the CGF and Dalo
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Logger/Playback, were developed as part of o project for
low.cost CGF prior to conception to use them for testing.
The PC platform was @ perfect match at the time.. For
testing, however, the need to have more than 12 entities
cnd the limitations of buffering on the Ethernet card maoke
the PCs inadequate for some of the tesls. The same
limitations on the network cord cffect the ability of the

Data Logger to capture oll DIS packets on the netwark.
For example, high speed aircroft would put out too much

traffic for the PC Data Logger io cuplure. The same test

~ would sometimes have fo be repeated three or four iimes

before the data was finally coptured.

Another limitation has been on the long—haul equipment.
The public phone lines impose a bondwidih fimit of

opproximately of 56 kiobits per second. If this fmit & ~

exceeded, the BReeze 1000s have to buffer packets. When
the buffers overflow, packets are lost.

4.2 Lack of Tools

© At the lime of testing for the 1992 and 1993 I/MTSEC

demonstrations, the only fools to be used for testing were
those developed by IST. Since these tools were PC based,
it was easy to find o system to run them on, but the
performance of the tools (CGF and Dato Logger) was still
a factor fimiting he type of lesting that could be “done.

This year, the tools are being moved to ¢ faster, more :
robust platform running {Motorola). This is discussed in

detail in the next section.
4% In_consisiency In Testing -
The last problem that the Testbed foced was inconsistency
in {esting. Testing conformance to the PDU standard

. would seem to be straightforward, but there were many
areas where bad dole was not detecied or iesis were not

run consistently because the expected result was not well
defined.  The Sconmer hos the capabiity to view dota
inside each network packet.  The testing was not

automated, however, so that when the Scanner was used

to look at date, it was up to the tester to verify volues in
the fields and to choose the packets to fook at. Since
only a sample of the data logged file was viewed, not all
bod date wes cought.  Testing in this manner was very
time consuming {man power intensive) and boredom on
the testers part also coniributed to missed results.

5. FUTURE ENHANCEMENTS

In light of the problems discussed in the previous
paragraphs, the [ST DIS Testbed has been revising the test
tools ond the tesling process o better serve the DIS
community.
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5.1 More Platforms
The move to improve the Testbed was to take the existing
tools and move them to a more powerful platform. The

Motorole VME system was-chosen because of ifs flexibility -

end its ability to provide o high—speed real-time
environment for the fest tools to run in. The VME system
consists of at least iwo single board computers with RISC
processors, one being a motherboard/host and the other
being o target. The tools are developed and linked with o
real-time operating system on the host and then
downloaded to the target board where the execulchle runs
with no interruptions. [ has the copability of rurnning
extremely fast on the target board. The boards dlso have
a very fast network interfoce which can accept packets off
the network af almost network speeds (10 million bits per
second for Ethernet). With this capability, the test tools,
specifically the CGF and Data Logger, can be used to test
the limils of IS systems rather that just.range of what is
specified for an exercise.

In the process of moving the CGF and Dota Logger to the
Motoroia platform, modifications were mode so. thot these
tools are. almost Systern V UNIX compatible. With very
little effort these tools can be made to be portable to any
System V system and can be used for preliminary testing
crd self testing.

5.2 Automated Testing

The next area of fuure improvement wos io medify the
Scanner to be more of an automated test system. Since
ihe Scarner is en analysis tool, it doesn't need to run in
real time. The Scanner is being ported to the Motorola
system but will run on the host board rather than the
target board. The Scorner will be improved in several
ways. It will have an X/Motif interface so that it can run
on any X platferm.  Portions of the tests will be
automated so that testing is not so manpower intensive.
The testing process is being auiomated so that testing wil
be consistent for every system tested. All results will be
generated by the computer (with hand writien comments

© only where necesscry) and the testing process will be

menu driven. Defauit configurations will be set up prior to
testing so that all tests for an exercise have the same
specifications (ranges, enumerations, etc.). The Sconner
will still ollow the tester to monually "scon® through o
logged file and visually look at the contents of a DIS PDU.

The future of the Scanner analysis tosl is for it to be fully
automated.  An organization that wishes to be tested wil
acquire o copy of the Scanner, be directed through the
tests, step—by-step, be given feedback when o problem
arises, and be given the final results when the tests are
over. Much of this depends on the stability of the DIS
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standards and if the droft documents are actually made
into standards.

Another tool created to ossist with testing is the PDU
Editor. This tool will cliow a user to create PDUs with any
values or edit existing logged files.  This {oo! wil
specifically be used to create odverse and erroneous data
for the tests as well as logged files to ploy back for tests.

6. CONCLUSIONS ™

The IST DIS Testbed is a flexibie environment that can test

the conformance ond interoperability of o DIS system. The

Testbed has test documents and fest fools “which

cccommodate testing and has several methods that o

system can be lested. ISTs support of the {/ITSEC DIS

demonstrations is being used as a meons to validate and

refine the test tools and fest process. Most updates and
enhancements to the tools described above . are being
implemented . to  suppori the 1994 I/ITSEC ~DIS

demonstration.

The current testing has been for the DIS PDU Draft
Standard 2.0 version 3 and the Communication

Architecture for DIS Drofi Standard. Unlil these or fulure -

versions of the set of DIS slondards are stabilized, the
lesting for these stondards is not stabilized.
conformance is straightforward if whai is being tested is
well defined. There cre stil many aregs of the DIS
standards thal are notl well defined. In these creas

~ assumplions must be made and testing for these arecs

Testing

must be flexible enough to account for these exercise~ .

by-exercise specifications.
creoted o lest process that works today bul must be

The IST DIS™ Tesibed has

expanded lo meet the fulure needs of DIS when stability

occurs for the various standards. In the meontime, the
Testbed (its tools, equipment, procedures) must remain
flexible to accommodate the dynamic nature of DIS.
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